5. Если ваш ребенок получает фотографии откровенного характера или подвергается сексуальным домогательствам, сохраните всю имеющуюся информацию, включая адреса электронной почты, адреса сайтов и чатов, чтобы иметь возможность ознакомить с ней представителей власти.

6. Постарайтесь сохранять спокойствие. Ваш ребенок может чувствовать себя невероятно уязвимым, и ему нужно знать, что вы на его стороне.

7. Не вините себя. Обратитесь к соответствующим специалистам за советом.

 8. Обратитесь в полицию.

9. Не общайтесь с преступником в сети.

ЧТО МОЖНО ПРЕДПРИНЯТЬ ДЛЯ СНИЖЕНИЯ ОПАСНОСТИ:

1. Будьте в курсе, с кем ваш ребенок контактирует в Интернете, старайтесь регулярно проверять список контактов своих детей, чтобы убедиться, что он лично знает всех, с кем он общается.

2. Требуйте от вашего ребенка никогда не публиковать в интернете какую-либо личную информацию, в том числе фамилию, контакты, домашний адрес, номера телефонов, название и место школы, места отдыха, адрес электронной почты, фамилии друзей или родственников, свое имя, возраст или дату рождения.

3. Поясните ему, что при выборе псевдонима необходимо выбирать имя, не выдающее его личные данные.

4. Следует настоять на том, чтобы ребенок не посылал своих фотографий тем, с кем он познакомился в чате.

5. Ребенок должен знать, что он всегда может обратиться к вам за советом или помощью.

6. Предупредите ребенка о том, что, если что-либо в чате вызовет у него чувство дискомфорта, необходимо немедленно его покинуть и сообщить о происшедшем кому-нибудь из взрослых.

7. Приучите ребенка сообщать вам, если кто-либо в Сети тревожит или угрожает ему. Похвалите ребенка и побуждайте подойти еще раз, если случай повторится.

8. Договоритесь, чтобы ребенок всегда сообщал вам об участниках чата, которые предлагают ему встретиться в приватных комнатах чата.

9. Если ребенок интересуется контактами с людьми намного старше его, следует провести разъяснительную беседу с ним.

10. Объясните ребенку, что Интернет-преступники усердно стремятся вбить клин между детьми и их семьями (чтобы вселить в ребенка недоверие к своим близким), поэтому они часто преувеличивают небольшие неприятности в отношениях ребенка с близкими.

11. Не позволяйте вашему ребенку лично встречаться с Интернет-знакомыми без вашего разрешения или в отсутствии взрослого человека.

12. Если ребенок желает встретиться с новым Интернет-другом, следует настоять на его сопровождении взрослым на эту встречу

13. Скажите ребенку, чтобы он посещал только модерируемые чаты.

14. Настаивайте на том, чтобы ребенок предоставил вам доступ к своей электронной почте, чтобы вы могли убедиться, что он не общается с незнакомцами. Контроль лучше всего осуществлять ненавязчиво, уважая личное достоинство и право ребенка на самостоятельность.

Отделение социально-психологической помощи

Мы располагаемся по адресу: Сыктывкар

 ул. Улица Домны Каликовой, д. 34

Контактный телефон:

24-99-71

Так же вы можете обратиться на

Бесплатный телефон доверия:





министерство труда,

занятости и социальной защиты республики коми



ГБУ РК «Центр социальной помощи семье и детям города Сыктывкара»

**Интернет и ребенок.**

**Что важно знать родителям?**



Сыктывкар

2022

Интернет может быть прекрасным и полезным средством для обучения, отдыха или общения с друзьями. Но так ли уж он безопасен для ребенка? Увы, в нем появились своя преступность, хулиганство, вредительство и прочие малоприятные явления.

Большой проблемой на сегодняшний день является использование Интернета в целях сексуальной эксплуатации несовершеннолетних. Интернет значительно облегчил эти действия для злоумышленников. Анонимность, которую дает Интернет, позволяет совершать такие преступления с большой вероятностью безнаказанности.

Исследования говорят о том, что жертвами сексуальных преступлений все чаще становятся маленькие дети: в 28 процентах случаев это дети младше 10 лет.

Дети начинают пользоваться Интернетом во все более раннем возрасте, и могут не осознавать того, какой опасности они могут себя подвергнуть.

Различные системы Интернета создают возможности для преступников вступать в контакт с детьми и путем угроз и шантажа заманивать их в свои «сети».

ЧЕМ ЭТО ОПАСНО?

Элементом сексуального насилия в Интернете является то, что оно часто записывается и распространяется. Это усугубляет вред ребенку, потому что он может чувствовать себя неловко или стыдно, обвиняя себя в жестоком обращении. Ребенок может беспокоиться о том, что преступник поделится фотографиями или видео с другими. Люди, пережившие сексуальное насилие в Сети, часто опасаются, что их изображения «всплывут на поверхность». Этот страх может остаться с ними и во взрослой жизни.



КАК МИНИМИЗИРОВАТЬ РИСКИ ОБЩЕНИЯ ДЕТЕЙ В ИНТЕРНЕТЕ И ЧТО МОГУТ СДЕЛАТЬ РОДИТЕЛИ, ЧТОБЫ ПОМОЧЬ СВОЕМУ РЕБЕНКУ?

Детей надо научить защитить себя, пользоваться соответствующим программным обеспечением и объяснить им, как распознать преступные действия и где можно получить помощь.

Откровенный разговор взрослых с ребенком об угрозах, которые таит в себе Интернет, поможет защитить его от опасности.

Родительский контроль может снизить вероятность того, что ваш ребенок получит доступ к неприемлемым материалам или приложениям / платформам. Вы сможете защитить своего ребенка, если будете в курсе того, чем он занимается в Сети.

КАК ДЕЙСТВУЮТ ПРЕСТУПНИКИ В ИНТЕРНЕТЕ?

Преступники преимущественно устанавливают контакты с ребенком в чатах, при обмене мгновенными сообщениями, по электронной почте или на форумах. Они проявляют к ребенку внимание, оказывают поддержку, общаются на темы интересов ребенка. Но постепенно злоумышленники вносят в свои беседы оттенок сексуальности или демонстрируют материалы откровенно эротического содержания, пытаясь ослабить моральные запреты, сдерживающие детей. Некоторые преступники могут сразу же заводить сексуальные беседы.

Преступники могут также предлагать возможность встречи с ребенком в реальной жизни.

КАК УЗНАТЬ, НЕ СТАЛ ЛИ ВАШ РЕБЕНОК ПОТЕНЦИАЛЬНОЙ ЦЕЛЬЮ ПРЕСТУПНИКА? Приведенные ниже признаки могут означать, что на вашего ребенка обратил внимание злоумышленник.

1. Ваш ребенок проводит много времени в Интернете, особенно в чатах. Закрывает дверь в свою комнату и скрывает, чем он занимается, сидя за компьютером.

2. В семейном компьютере появились материалы откровенного содержания. (В качестве предлога для начала сексуальных обсуждений злоумышленники могут снабжать детей фотографиями, ссылками на соответствующие сайты и присылать сообщения эротической окраски). Имейте в виду, что ваш ребенок может прятать порнографические файлы на дисках, особенно если другие члены семьи пользуются тем же компьютером.

3. Вашему ребенку звонят люди, которых вы не знаете, или он сам звонит по номерам, которые вам незнакомы.

4. Ваш ребенок получает письма, подарки или посылки от неизвестного вам лица.

5. Ваш ребенок сторонится семьи и друзей и быстро выключает монитор компьютера или переключается на другое окно, если в комнату входит взрослый.

6. Ребенок стал замкнутым и подавленным.

7. Ваш ребенок использует чью-то чужую учетную запись для выхода в Интернет (иногда преступники предоставляют своим жертвам учетную запись, чтобы иметь возможность с ними общаться).

ЧТО ДЕЛАТЬ, ЕСЛИ ВАШ РЕБЕНОК СТАЛ ПОТЕНЦИАЛЬНОЙ ЦЕЛЬЮ ПРЕСТУПНИКА?

1. Регулярно проверяйте компьютер на наличие материалов откровенного характера или каких-либо свидетельств об общении с сексуальной окраской – это настораживающие признаки.

2. Контролируйте доступ вашего ребенка ко всем средствам общения, таким, как чаты, мгновенные сообщения и электронная почта.

3. Не вините ребенка. Если, несмотря на все меры предосторожности, ваш ребенок познакомился в Интернете со злоумышленником, вся полнота ответственности всегда лежит на правонарушителе.

4. Предпримите решительные действия для прекращения дальнейших контактов ребенка с этим лицом.

